Digital Privacy Policy

Your digital privacy is important to us. This Digital Privacy policy works with our posted Privacy Policy
and explains how we collect, share, use, and protect information when you visit this website or use our
online banking services.

When you visit our website or use our online banking services, we may collect personally identifying
information, including your name, email address, mailing address, telephone number(s), account
numbers, limited location information (such as a zip code to help you find a nearby branch), username
and password. We may also collect payment card information, social security numbers, drivers license
numbers (or comparable) when you provide such information while using our online services and where
it is reasonably required for ordinary business purposes.

In addition to the personal information described above, we may collect certain information about your
use of our website and online banking services. For example, we may capture the IP address of the
device you use to connect to our website or online banking services, the type of operating system and
browser you use, and information about the site you came from, the parts of the website or online
services you access, and the site you visit next. We, or our third-party service providers may also use
cookies, web beacons, or other technologies to collect and store other information about your visit to,
or use of, our website and online services. In addition, we may later associate the usage and other
information we collect online with personal information from you. This information is used for fraud
prevention, maintaining continuity during an online session, monitoring advertising and marketing
campaign performance, or to compile information about your browsing patterns and activity.

When you visit any website, it may store or retrieve information on your browser, mostly in the form of
cookies, to collect information regarding your online activities. This information does not usually identify
a user, but it can give you a more personalized web experience. Some cookies are necessary for our
website to function and cannot be turned off. Other types of cookies include analytic cookies and online
advertising cookies. Cookies are usually activated by you, particularly when you visit a website or
request an online service. You can set your browser to block or alert cookies, but this may impair the
websites functionality.

For your convenience, we also offer you the ability to access some of our products and services through
mobile applications. When you interact with us through a mobile device, we may collect information,
such as unique device identifiers for your mobile device, your screen resolution and other device
settings, information about your location, and analytical information about how you use your mobile
device. We may ask your permission before collecting certain information, such as a precise geo-
location.

As described in our posted Privacy Policy, we use this information for everyday business purposes, such
as to process your transactions, maintain your accounts, respond to court orders and legal
investigations, or report to credit bureaus. All financial companies need to share non-public personal
information to run their everyday business. We may also use this information to market our banking
products and services to you and for joint marketing with other companies, subject to contractual
relationships with these companies and where these companies agree to comply with our privacy
standards. Under the privacy regulations, you do not have the ability to opt-out of these activities.



As a reminder, Artisans’ Bank does not share your information outside of these allowable uses. Artisans’
Bank is a stand-alone entity and maintains no affiliates, subsidiaries, or a parent company. Our website
does contain links to third party websites. These are provided for your convenience. If you visit these
websites, you will be alerted that you will be leaving our website, and if you choose to proceed, you will
be subject to that website’s privacy and security practices. Also as further described in our posted
Privacy Policy, to protect your digital information from unauthorized access and use, we use security
measures that comply with federal law. These measures include computer safeguards and secured files
and buildings.

If you have questions after reviewing this policy, please do not hesitate to Contact Us or call us at 302-
658-6881.



